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Abstract

Boards of directors have the ultimate responsibility for governance — including internal control — in their
organisations. Management is tasked with the design, implementation and maintenance of internal
control systems. Internal auditors play a key role in independently evaluating these controls, acting as
agents on behalf of the board of directors in order to mitigate the possibility of management not acting in
the best interest of the organization, leaving gaps in the internal control system, and, in some instances,
doing so in order to enable unlawful personal gain. The Committee of Sponsoring Organisations’ Integrated
Framework for Internal Control (hereafter referred to as the COSO framework) is used as a recognised
framework, which, if implemented, could result in an effective internal control system and served as the
basis for the design of the research instrument of the research. The questionnaire was distributed to
internal audit practitioners. Responses were obtained from 31 participants from the Eastern Cape and
Western Cape regions in South Africa. The majority of the participants provide internal audit services to the
local government sphere of the South African government. This article identifies which characteristics
should exist in an organization’s control system that, in the opinion of internal auditors, improve the
effectiveness of the internal control system. This study concludes that internal auditors are of the opinion
that control characteristics as outlined in the COSO framework for ‘risk assessment’, ‘information and
communication’, ‘control activities’ and ‘monitoring’ components of internal control, do contribute to an
effective internal control system.
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1. INTRODUCTION

Incidents such as the collapse of Enron and WorldCom, caused investors, in an attempt to reduce
the risk of losing funds, to be more wary of which markets they invested in (Berk & Mehri, 2002;
Bierstaker, Brody & Pacini, 2006; Petra & Loukatos, 2009). Scandals such as these are
attributable to a weak internal control system (Skinner & Spira, 2003). It is argued that having a
strong internal control system is one of the best ways to deter fraud (D’Aquila, 1998; Hemraj,
2004; Holtfreter, 2005; Bierstaker et al., 2006; 1A, 2009). Boards of directors have responsibility
over internal control and must timeously communicate to stakeholders such as investors any
breakdowns in internal control that could impact investors’ decisions (HassabElnaby, Said &
Wolfe, 2007; oD, 2009; Barac & Plant, 2010). The board appoints the audit committee to
oversee, among other things, internal financial control. For audit committees to execute their
duty effectively, they must have a good working relationship with the internal auditors and thus
rely on their work (loD, 2009).

Line management should implement controls and it is these controls that should be tested by
the internal audit activity (IAA) (Hillison, Pacini & Sinason, 1999; 1A, 2005; Philmore & Howard,
2005; Petra et al., 2009). As a result of the increased responsibilities recommended by the King
Il report and other pronouncements on corporate governance directed at organisations, it is
important that the controls implemented by management assist in ensuring that the objectives
of ‘reliable financial reporting’, ‘efficiency and effectiveness of operations’, ‘compliance with
laws and regulations’ and ‘safeguarding of assets’ are met (Van Wyk, 2010). The definition of
internal auditing states that internal auditors play a key role in an organization’s risk
management, internal control and governance processes, which are key functions of boards of
directors; hence internal auditors are in the best position to assist the audit committee and the
board in the execution of their corporate governance responsibility, acting as the “eyes and
ears” of the audit committee (Adams, 1994; Van Wyk, 2010).

2. RESEARCH PROBLEM AND METHOD

The primary objective of this research is to investigate how internal auditors perceive the
importance and effect of the ‘risk assessment’, ‘information and communication’, ‘control
activities’ and ‘monitoring’ components of the COSO control framework on the effectiveness of
internal control systems of their organisations. The scientific information in this regard would be
useful, as although it is a known fact that the COSO Control framework is the recommended
control framework, all organisations have not yet fully implemented or integrated it with their
internal control systems (Moeller, 2007) — possibly because they do not believe that it would
improve the effectiveness of the internal control system of their organisations. Finding an
answer to the research question below could prove that the incorporation of the COSO control
framework elements does contribute to improving the effectiveness of internal control systems
in the Eastern Cape and Western Cape local government authorities (municipalities) of the South
African public sector. Improving the effectiveness of the internal control systems of
municipalities could result in improved financial management.

The research question of this article is thus:

Do internal auditors perceive the incorporation of the elements of COSO’s risk assessment;
information and communication; control activities; and monitoring components in the design of
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a system of internal control as being effective in contributing to an improved internal contro/
system for their organisations?

The data for this article was collected by means of a self-administered web-based
questionnaire (refer Annexure A).

A snowball sampling process was followed. As a consequence of this sampling method the
majority of the participants were those who provide outsourced internal audit services to
municipalities in the Eastern and Western Cape regions — the local government sphere of the
South African public sector. The questionnaire was distributed via electronic mail to two internal
auditors in audit firms who were requested to forward the universal resource locator (URL) to
other internal auditors in their partner firms.

These qualifications of the participants (mainly chartered accountants) ensured that
competent internal auditors with sufficient experience in the evaluation and assessment of
internal control systems from in-house and outsourced Internal Audit Activities (IAAs) were
included in the sample of the study. Participants of the desired population were identified and
they were relied upon to distribute the URL until an acceptable sample was obtained to perform
basic statistical calculations. Laerd Dissertation (2012) states that this is typical and
acceptable practice of snowball sampling techniques to identify a unit of the desired population
and “using these units to find further units and so on until the sample size is met”, which is the
assertion on which the sampling technique of this article is based. After regular follow-up emails
sent to the participants, the URL was disabled and 31 responses were obtained. This sample size
was regarded as sufficient to perform basic statistical calculations (Gleim, 2009). The data was
exported to an excel sheet for statistical analysis.

The questionnaire was divided into the five internal control components according to the C0SO
framework. This article focuses on only those responses obtained in respect of the components
outlined in the research question. Each question contains statements relevant to a particular
internal control characteristic of the relevant control component. Participants were requested
to indicate whether their organization has implemented certain control characteristics. A ‘not
true’ response indicates that the control characteristic has not been implemented. If the
specific control characteristic has been implemented participants were required to rate the
perceived effectiveness of the control characteristic on a Likert scale from two to five, with two
being ‘not effective’, three ‘effective’, four ‘very effective’ and five ‘extremely effective’ in
increasing (improving) the effectiveness of the internal control system.

Likert scales are effective when an overall measurement is to be obtained on a certain topic or
contributing factors (Vanek, 2012). This argument is applicable to this article, as participants
were requested to indicate their perception on whether, in their opinion, the given options are
contributing to an improved internal control system in their organisations. Losby and Wetmore
(2012) posit that Likert scales are also effective when a researcher wants to obtain the
attitudes or perceptions of participants on a specific statement, which were also applicable to
this research.

The questionnaires were distributed to both in-house and outsourced internal auditors of
organisations in the target population.
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3. LIMITATIONS

In respect of the population of the research, this article is limited to internal auditors in the
€astern Cape and Western Cape regions of South Africa. A further limitation is that this article
does not test the effectiveness of control systems of organisations but only the perceived effect
and importance of the relevant control of the COSO framework and those stated by the American
Institute of Certified Public Accountants (AICPA) for the internal control system. Other control
frameworks such as the Criteria of Control model (CoCo), the Control Objectives for Information
and related Technology model (COBIT) and the COSO Enterprise Risk Management (ERM)
framework were not considered in the questionnaire. These frameworks were excluded, as the
CoCo model consists of only 20 control criteria (International Federation of Accountants, 2006);
COBIT focuses on information technology (IT) controls specifically designed for the IT
environment; and the COSO ERM framework extends to the broader area of enterprise risk
management. Further research could be directed at obtaining the views of internal auditors with
regard to the COSO control components not included in this article and perceptions of CAEs in
respect of the effectiveness of an internal control system based on COSO control elements.

As a result of the large amount of information obtained under the control environment
component, it was not included as part of this article. A further article on the perceptions of
internal auditors as to the impact of the control environment component on the effectiveness of
the internal control system is being considered.

4. VALUE OF THE RESEARCH

The information obtained on the perceptions of internal auditors on the contribution of COSO
control components on the effectiveness of internal control systems, with specific reference to
the components outlined in the research question, is useful to the I|1A when considering guidance
pronouncements on technical matters. Internal audit educators could benefit from this research
in the alignment of the curricula of formal internal audit programme qualifications.
Management, as the owners of control systems, can benefit from the results of this research by
realizing the importance of the degree of influence that components of internal control, if
implemented, have on the effectiveness of the internal control system in the organization —
resulting in improved financial management of local government authorities in the Eastern and
Western Cape regions of South Africa.

5. LITERATURE REVIEW

Published results from previous studies indicate the effectiveness of fraud prevention and
detection methods (Bierstaker et al., 2006; Moyes, Lin, Landry & Vicdan, 2006). In a further study
the perception of management was obtained in respect of the effectiveness of the internal
control system in regard to strategy, control activities and monitoring activities, and how a
combination of these could contribute to the effectiveness of internal control systems (Agbejule
& Jokipii, 2009). However, these studies did not include the COSO framework control elements or
its perceived effectiveness from an internal auditor perspective.
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5.1 The changing role of internal auditors

Davis and Lumkomnik (2010) state that internal auditors, when conducting internal audit
engagements, should keep the best interest of the investor in mind. This means that when they
are evaluating internal control effectiveness internal auditors must be objective and
independent in order to provide investors with reasonable assurance in respect of the integrity
and reliability of financial and other information. Internal auditors are part of a combined
assurance model — together with the board, management, the audit committee and external
auditors. Obtaining independent views on the effectiveness and integrity of the internal control
system could increase confidence in the work performed, not only by internal auditors, but also
by management, which bears the ultimate responsibility for the control activities, boosting
investors’ confidence (Baker, 2010; Blackmore, 2010). These assertions emphasise the need to
study internal auditors’ perceptions in respect of the contribution that control elements could
have on the effectiveness of their organization’s internal control systems.

Rezaee (2010) asserts that internal auditors have a continuously changing role — one that is
important to the efficiency and effectiveness of an organization’s internal control system. The
importance of the role is emphasised through the internal auditor’s independence from
operations, which enables him or her to express objective opinions on the adequacy and
effectiveness of internal control (I1A, 2009). The role of the internal auditor has changed in that
internal auditors have to assist the board and the audit committee in reporting to shareholders
on the effectiveness and efficiency of internal control activities, risk management and
governance processes. This means that they have a consulting role in addition to the normal
assurance role (Sawyer, Dittenhofer & Scheiner, 2003; I1A, 2009; Rezaee, 2010; 11A, 2010a; IIA,
2010b).

The above discussion supports the research objective of this article. Expanded roles and more
stringent governance codes and pronouncements suggest that internal auditors express their
opinion on which control characteristics could contribute to the effectiveness of an
organization’s internal control system.

5.2 The COSO framework

The COSO control framework highlights the objectives of internal control systems, namely:
“efficient and effective operations; reliable financial reporting; compliance with laws and
regulations and safeguarding of assets” (Applegate & Wills, 1999). In addition, five essential
components are outlined by the COSO control framework, namely (Applegate et al., 1999):

=  The control environment;

= Risk assessment;

= Control activities;

= |nformation and communication; and
® monitoring

In addition, the COSO framework suggests that the Chief Executive Officer (CEQ) has ownership
of the internal control system (Baker, 2009). Part of this ownership (or responsibility) is to
create a top-down environment where internal control is regarded as critical to the success of
the organization; this culture should then filter down the organizational hierarchy, impacting
the way employees regard internal control. The ‘control environment’ is the first component and
forms the basis of the COSO framework (Vanasco, Skousen & Verschoor, 1995; Rezaee, 1995;
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Herremans, 1997; Baker, 2009). The COSO framework stresses the importance of establishing an
environment which makes managers aware of and sensitive to the risks in their business units;
they should then monitor the controls designed to mitigate risks and take timely corrective
action if control activities are not working as intended (Baker, 2009). The COSO framework
emphasises the importance of internal control activities and provides a basis for entities, in an
attempt to ensure responsible corporate governance and reliable financial reporting, to
maintain due care of their systems of internal control (Vanasco et al., 1995).

5.3 Control attributes of the COSO framework

The American Institute of Certified Public Accountants (AICPA) has created a comprehensive
tool for audit committees to obtain reasonable assurance on whether controls under the five
interrelated COSO components (control environment, risk assessments, information and
communication, control activities and monitoring) are operating as intended. AICPA (2005) and
C0SO0 (1994) provide a list of attributes that could contribute towards a more effective internal
control system. The following section provides a detailed discussion of these attributes.

5.4 Control components

The activities or measures outlined in the following sections, if implemented in an organization,
could contribute to the effectiveness of the internal control system (C0SO, 1994; AICPA, 2005).
In support of the objective of this study, internal auditor participants were requested to indicate
whether the control characteristics listed below are, in their opinion, contributing towards an
effective internal control system (internal auditor perspective) for each of the components
listed in the research question.

5.4.1 Risk assessment

The management of organisations should consider all risks, internal and external, that could
mean that objectives are not achieved. Furthermore, risks that financial statements could be
materially misstated should also be considered. To his end, management should estimate the
significance of risk, determine the likelihood of risk occurring and determine the impact or
consequence of the identified risks on the organization. It is important for management to
identify control activities to mitigate the identified risks (AICPA, 2005; C0SO, 1994).

Spencer Pickett (2005) states that organisations should have a process of identifying and
assessing risk. This is a very important aspect of the control system, because of risk is not
identified no foundation exists for knowing how the risks should be managed via implementation
of control activities (Spencer Pickett, 2005; Coetzee, du Bruyn, Fourie & Plant, 2010).

5.4.2 Information and communication

A process should be in place to identify relevant information from external sources which could
have relevance to the organization. Procedures should be established to ensure that reporting
deadlines are met and that relevant information is communicated in a timely manner to the
appropriate level and in a format that will facilitate easy analysis of the data. New information
needs should be identified and addressed.

A process should exist to capture and register complaints and/or errors to prevent it from
happening again. In addition, procedures should be in place explaining to employees what they

500 Journal of Economic and Financial Sciences [JEF [ July 2013 6(2), pp. 495-518



THE IMPACT OF COSO CONTROL COMPONENTS ON INTERNAL CONTROL EFFECTIVENESS

should do if they suspect any wrongdoing and who the relevant persons are to whom this should
be communicated. The accounting system should be divided into different classes of
transactions to make reporting easier and be set up in such a way as to ensure completeness and
accuracy of records; and to prevent any duplicate recording (AICPA, 2005; C0SO, 1994).

The information and communication component of internal control emphasise that relevant
control, and other related, information should be identified and communicated to relevant
parties within the organization at the right time and format to enable the use of the information
(Spencer Pickett, 2005; Coetzee et al., 2010; Jackson & Stent, 2012). Furthermore, it is important
that all processes within an organization should be captured in official policy and procedure
manuals which should be distributed to all staff so that they are aware of their responsibilities
and how their responsibilities affect those of others within the organization (Spencer Pickett,
2005; Coetzee et al., 2010; Jackson et al., 2012).

5.4.3 Control activities

All policies and procedures should be in the form of written manuals, and the procedures for
each activity in the organization should be applied accordingly. These established policies and
procedures should be reviewed and updated on a regular basis. Supervisory staff should review
the functioning of controls with reference to the relevant procedure. Any deviations from the
procedure that are identified should be communicated to relevant parties and corrected
timeously. Custody over assets should be separate from the accounting function. The
responsibility for operational and record-keeping should be separate from each other. Physical
control over assets should exist: for example, good gate control. All policies and procedures
should be subject to review by an independent party such as the IAA (AICPA, 2005; C0S0, 1994).

Control activities are defined as the actions executed by role players to manage risk (Spencer
Pickett, 2005; Coetzee et al., 2010; Jackson et al., 2012). Various control activities exist such as
segregation of incompatible functions, proper authorization of transactions, independent
review of performance, isolation of responsibilities, proper access control (physical and
logical), comparisons and reconciliations and good document design (Spencer Pickett, 2005;
Coetzee et al., 2010; Jackson et al., 2012).

5.4.4 Monitoring

Staff should sign off when key activities such as performing bank reconciliations are performed.
Employees should be made aware that the onus is on them to communicate any deficiencies in
the prescribed controls. In addition, organisations could use customers to identify certain
weaknesses in the control system by, for example, examining customer complaints and
conducting customer satisfaction surveys. Management should take corrective action on
recommendations made by the IAA. Furthermore, the |AA should do follow-up audits to ensure
that management has implemented agreed changes. Organisations should rely on the IAA for
effective monitoring of controls if such an activity exists. Management of organisations should
use exception reports to identify deviations from policies and procedures and use reports
generated by operating staff as a tool in identifying deviations from and non-compliance with
policies and procedures (AICPA, 2005; C0SO, 1994).

Spencer Pickett (2005) emphasises the importance of the monitoring component of internal
control by placing the monitoring component “on top” of the other four components of internal
control. This is due to the fact that for controls to be working effectively, they need to be
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monitored on a regular basis (Coetzee et al., 2010). Organisations operate in an ever-changing
environment, which means that the risks facing organisations constantly change, hence the
controls could become obsolete; therefore monitoring these conditions is important to ensure
that business objectives are achieved by ensuring controls are relevant and working effectively
(Spencer Pickett, 2005; Coetzee et al., 2010; Jackson et al., 2012).

5.5 Areas for further research

Further research should be conducted in respect of the COSO ERM framework, which includes
elements of C0SO’s integrated internal control framework, incorporating a broader risk
management approach.

Secondly, the perceptions of Chief Audit Executives (CAEs) could be obtained on the
effectiveness of the internal control system based on control elements as outlined in the COSO
framework and the COSO ERM framework. The following section provides detailed discussion of
the findings of the research and provides recommendations in respect of the findings.

6. FINDINGS AND RECOMMENDATIONS

The findings from the responses to the research instrument are discussed in the following
sections.

6.1 Professional information on participants

Most of the participants are Chartered Accountants (CAs) (61%) followed by Certified Internal
Auditors (19%). Some of the participants indicated that they have no professional
qualifications (13%), but they do have sufficient internal control-related experience. More than
70% of the participants indicated that they have more than five years of internal audit
experience. Seven participants who hold the CA designation did not have internal audit specific
experience. Due to the stringent training and education requirements in becoming a CA, it can be
argued that these participants had sufficient knowledge and expertise to contribute to the
value of the study.

6.2 A summary of participants’ perceptions on which control
characteristics could improve the effectiveness of an internal
control system

The tables in this section summarise the results of the research with respect to the different
components of internal control as outlined in the research question of this study.
6.2.1 Risk assessment

TABLE 1 shows the results of the ‘risk assessment’ component of internal control. The table
summarises good control characteristics which should form part of the risk assessment
component of internal control.

502 Journal of Economic and Financial Sciences [JEF [ July 2013 6(2), pp. 495-518



THE IMPACT OF COSO CONTROL COMPONENTS ON INTERNAL CONTROL EFFECTIVENESS

TABLE 1: Participants’ perceptions of the impact of the COSO risk assessment component
elements/characteristics on internal control effectiveness

Control element/characteristic

Extremely
effective
Very effective
Effective
Not effective

The organization considers risk from external sources 10%  35% 39% 16% 0%
The organization considers risks from internal sources 6% 19%  52% 19% 3%

The risk of a misstatement of the financial statements is

0, 0 0 0 0
considered, and steps are taken to mitigate that risk 6% 26%  55% 6% 6%

The risks associated with foreign/offshore operations are 10%  23%  39%  16%  13%

considered

Management estimates the significance of risk 3% 26% 58%  13% 0%
Management assesses the likelihood of risk occurring 3% 23% 58% 16% 0%
Management assesses the impact of risk occurring 3% 26%  55%  16% 0%

Management takes necessary action to manage risks

9 0 0, 0 o,
identified 6% 26%  42%  23% 3%

Source: Statistical analysis

Most of the participants indicated that all the procedures listed under ‘risk assessment’ are
‘effective’. This could be due to an increased awareness of the risk management process and the
pressure exerted by boards and audit committees on internal auditors, as the strategic risk
management process is considered to be one of the top five primary responsibilities of internal
auditors (Cain, 2010). It is also considered to be a great challenge for audit committees in
future (C0SO, 2010; KPMG, 2010; Steffee, 2010). CEOs indicated that having better risk
management practices is beneficial to organisations (Cain, 2010); hence, most participants
perceived that the procedures under risk assessment are ‘effective’ in increasing the
effectiveness of the internal control system. These responses could also be as a result of the
events of the past decade that have led to organisations adopting a more focused risk
management strategy, moving away from ‘silo’ risk managing (Aghili, 2010; Sobel, 2010).

6.2.2 Information and communication

TABLE 2 summarises the results of the information and communication component. The table
outlines attributes which should form part of an organization’s information and communication
practices as defined by the COSO framework.

As can be observed from data point one, 6% responded that no process is in place to collect
information from external sources that could have an impact on the organization and the
financial reporting process. Where such a process does exist, respondents (23%) indicated that
this is ‘not effective’. However, 48% responded ‘effective’, 19% ‘very effective’ and just 3% felt
that this is ‘extremely effective’.
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TABLE 2: Participants’ perceptions of the impact of the C0SO information and communication
component elements/characteristics on internal control effectiveness

Data

ol Control element/characteristic

Extremely
effective
Very effective
Effective
Not effective
Not true

1 A processisin place to collect information from
external sources that could have an impact on
the organization and the financial reporting
process

3% 19%  48%  23% 6%

2 Milestones to achieve financial reporting
objectives are monitored to ensure that timing 10% 13%  61% 6% 10%
deadlines are met

3 Necessary operational and financial information
is communicated to the right people in the 13% 6% 65% 16% 0%
organization on a timely basis

4 Necessary operational information is
communicated to the right people in the 10% 13%  65%  13% 0%
organization in a format that facilitates its use

5 Necessary financial information is
communicated to the right people in the 10% 16%  61%  13% 0%
organization in a format that facilitates its use

6 A processisin place to respond to new
information needs in the organization on a 3% 13%  65% 10% 10%
timely basis

7 There is a process in place to collect and
document complaints to analyse, determine
cause, and eliminate a problem from recurring in
the future

% 17%  55%  14% %

8 There is a process in place to collect and
document errors to analyse, determine cause,
and eliminate a problem from recurring in the
future

6% 6% 61%  23% 3%

9 A process is established and communicated to
stakeholders about how to communicate
suspected instances of wrongdoing by the
organization

3% 10%  48%  26% 13%

10 The accounting system consists of different

. 6% 32% 52% 6% 3%
classes of transactions

11 The accounting system ensures completeness of

6% 23% 48% 19% 3%
records
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2 N
) L E f 0§ @
S Q S e
a‘ta Control element/characteristic uEJ 5 EN o & =
point S8 o ® < S
LY D $ i <
S S S
~ =
12 The accounting system ensures accuracy of 6% 939 43% 16% 6%
records
13 The accounting system avoids duplicate
counting sy voids dupl 6%  19%  55%  13% 6%
recording

Source: Statistical analysis

In data point two, 10% of respondents indicated that milestones for achieving financial
reporting objectives are not monitored to ensure that timing deadlines are met. When these
milestones are monitored, 6% of respondents indicated that this is ‘not effective’. Of the other
respondents, however, more than half, 61%, maintained that this is ‘effective’, 13% felt this is
‘very effective’, but only 10% reported ‘extremely effective’.

Data point three reveals that all respondents indicated that necessary operational and financial
information is communicated to the right people in the organization on a timely basis; however,
16% perceive this as not being effective. On the other hand, more than half, 65%, felt this is
‘effective’, 6% perceived this as ‘very effective’ and just 13% stated ‘extremely effective’.

From the data in data point four, it can be seen that all respondents indicated that necessary
operational information is communicated to the right people in the organization in a format
that facilitates its use. However, 13% responded that this is ‘not effective’. Nevertheless, more
than half (65%) of the respondents perceived this to be ‘effective’; 13% ‘very effective’ and 10%
reported that this is ‘extremely effective’.

It was determined in data point five that all respondents stated that necessary financial
information is communicated to the right people in the organization in a format that facilitates
its use. However, 13% indicated that this is ‘not effective’, more than half (61%) perceive this as
‘effective’, while 16% reported ‘very effective’ and only 10% indicated ‘extremely effective’.

In data point six, 10% of respondents indicated that there is no process in place to respond to
new information needs in the organization on a timely basis. Where such a process does exist,
10% of respondents indicated that this is ‘not effective’. However, more than half, 65%,
reported ‘effective’, 13% indicated ‘very effective’; and only 3% of the respondents indicated
that this is ‘extremely effective’.

Data point seven reveals that 7% of respondents feel that no process is in place to collect and
document complaints in order to analyse, determine cause and stop a problem from recurring in
the future. Where such a process exists, 14% indicated that this is ‘not effective’. More than half
(55%), however, responded this is ‘effective’, 17% responded ‘very effective’ and 7% ‘extremely
effective’.

For data point eight, 3% of respondents indicated that no process is in place to collect and
document errors in order to analyse, determine cause and stop a problem from recurring in the
future. Where such a process does exist, 23% indicated that this is ‘not effective’; more than
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half, 61%, responded ‘effective’, and 6% indicated this is ‘very effective’ and ‘extremely
effective’.

For data point nine, 13% of respondents indicated that no process has been established or
communicated to stakeholders about how to communicate suspected instances of wrongdoing
by the company. Where such a process has been established and communicated, 26% of the
respondents perceive this as ‘not effective’, 48% as ‘effective’, 10% as ‘very effective’ and only
3% indicated that this is ‘extremely effective’.

Feedback from the respondents, shown in data point ten, found that 3% of the respondents
indicated that the accounting system does not comprise of different classes of transactions.
Where the accounting system is divided into such classes, 6% perceive this as ‘ineffective’, more
than half (52%) indicated ‘effective’, and 32% reported ‘very effective’, while only 6% maintain
this is ‘extremely effective’.

In data point eleven, 3% of respondents stated that the accounting in their organization system
does not ensure completeness of records. Where the accounting system does ensure this, 19%
perceive this is not being effective, 48% responded ‘effective’, while 23% deem it to be ‘very
effective’. Only 6% felt that this is ‘extremely effective’.

For data point twelve, 6% of the respondents stated that the accounting system in their
organization does not ensure the accuracy of records. Where the accounting system does ensure
accuracy, 16% of the sample indicated that this is ‘not effective’, 48% ‘effective’, while 23% of
the sample said ‘very effective’. Only 6% of the respondents chose the ‘extremely effective’
option.

Data point thirteen reveals that 6% of accounting systems reported on by respondents do not
avoid duplicate recording. Where the system does avoid duplicate recording, 13% of respondents
perceive this is ‘not effective’; more than half, 55%, responded that this is ‘effective’, while 19%
reported ‘very effective’. Only 6% felt that this is ‘extremely effective’.

6.2.3 Control activities

TABLE 3 summarises the results of the control activity component of the C0SO control
framework. The table highlights specific control activities which should form part of an
organization’s attempt to mitigate risk such as segregation of duties, custody controls and
independent review of performance.

TABLE 3:  Participants’ perception on the impact of the COSO control activities component
elements/characteristics on internal control effectiveness

L )
X U S L S
Data . RS :'g 2 S s
, Control element/characteristic £ 3 ® S &® =
N < EN -
point 2 Y
SRS & o g
S © D < IS <
N =
1 The organization has a process in place to ensure

that controls as described in policy and procedure
manuals are applied as they are meant to be
applied

3% 16%  52%  26% 3%
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2 S
Data E\ 2 3 2 3 s
, Control element/characteristic SRS S &® S
t L o 5 < EN -
poin S8 N N L (S)
R % S B <
~ =
2 rn::lg)r/tngionirrzf:dure manuals document all 6% 23%  42%  26% 3%
3 zilllc:z;;llr;(: tE)(;(s)icsedures are reviewed and updated 3% 7% 50%  27% 3%
4 isg:rr(\)/llssory personnel review the functioning of 3% 23%  45%  93% 6%
5 (T)l::xlzec;:ici():prnep;zftr;ate follow-up action is taken 6% 6%  48%  16% 3%
6 Custody over assets is separate from accounting 6% 29%  39% 19% 6%
7 Operational responsibility and record-keeping 6% 29%  48%  13% 3%
responsibility are separated
8 Physical control over assets exists 3% 23%  55% 19% 0%
9 There are independent checks on performance 6% 26%  48% 10%  10%

Source: Statistical analysis

In respect of data point one, only 3% of respondents indicated that their organisations do not
have a process in place to ensure that controls as described in policy and procedure manuals are
applied as they are meant to be applied. Where controls are applied, 26% of respondents
indicated that this ‘not effective’, more than half, 52%, responded ‘effective’, 16% ‘very
effective’, while only 3% chose ‘extremely effective’.

Data point two reveals that 3% of organisations’ policy and procedure manuals do not document
all the relevant policies and procedures. Where organisations do document all relevant policies
and procedures, 26% of the respondents indicated that they are ‘not effective’, 42% reported
this as ‘effective’, 23% ‘very effective’ and only 6% ‘extremely effective’.

It was found in data point three that 3% of the respondents do not review and update policy and
procedures on a regular basis. Where such documents are reviewed and updated regularly, 27%
of the respondents perceive this as not being ‘effective’, half of the respondents (50%) state
that this is ‘effective’, 17% feel that this is ‘very effective’ and only 3% of the respondents
maintain that this is ‘extremely effective’.

The respondents’ feedback in data point four shows that 6% indicated that supervisory
personnel do not review the functioning of controls. Where they do review this, 23% of the
respondents perceive this is ‘not effective’, 45% ‘effective’, 23% ‘very effective’ and only 3%
indicate this is ‘extremely effective’.

The results show that, in data point five, 3% of the respondents do not carry out timely and
appropriate follow-up action on exception reports. When they do, 16% of the sample indicated
this is ‘not effective’, 48% perceives this as ‘effective’, 26% ‘very effective’ and only 6%
responded ‘extremely effective’.
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For data point six, 6% of the respondents indicated that custody over assets is not separate
from accounting. Where custody over assets is separate, 19% indicated that this is ‘not
effective’, 39% reported ‘effective’, 29% ‘very effective’ and only 6% perceives this as being
‘extremely effective’.

In data point seven, 3% of the sample indicated that operational and record-keeping
responsibility is not separate. Where this responsibility is separated, 13% perceive this is ‘not
effective’, 48% indicated ‘effective’, 29% ‘very effective’ and just 6% maintained this is
‘extremely effective’.

When considering TABLE 3, for data point eight, all the respondents stated that physical control
over assets exists; however, 19% reported this control is ‘not effective’, more than half, 55%,
reported this is ‘effective’, 23% ‘very effective’ and 3% of the respondents chose the ‘extremely

effective’ option.

Lastly, according to the results for data point nine, 10% of respondents indicated that no
independent checks on performance are executed. Where such checks are in place, 10% of the
respondents indicated that such checks are ‘not effective’, 48% indicated that they are
‘effective’, 26% stated they are ‘very effective’ and 6% indicated they are ‘extremely effective’.

6.2.4 Monitoring

TABLE 4 summarises the results of the monitoring component for the COSO control framework.
The table shows which types of monitoring activities should be undertaken by organisations, as
defined by the COSO framework, which could aid in ensuring that controls are up to date and
working as intended. These include, continuous monitoring, using exception reports and using
the internal audit department as a monitoring tool.

TABLE 4: Participants’ perception on the impact of the C0SO monitoring component
elements/characteristics on internal control effectiveness

2 S
Data R 3 S B S
) Control element/characteristic £y S ® S
L N N 'Y
point S o © < 3
ST D & 5 =
Q
~ =
1 Personnel are required to sign off, indicating their
performance of critical control activities such as 6% 16% 58% 10% 10%
performing reconciliations
2 Employees understand their obligation to
communicate observed weaknesses in design with 3% 10%  48%  29%  10%
the internal control structure of the organization
to the appropriate supervisory personnel
3 Employees understand their obligation to

communicate observed weaknesses in compliance
with the internal control structure of the 3% 10%  45% 32% 10%

organization to the appropriate management
personnel
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L. 8 3
Data T -g S ~q§ 5 3
. Control element/characteristic £8 & S & =
point S5 O L < 3
ST D & 5 =
Q
~ =
4 Th izati li t laints t
' e o.rgumzu !on relies on customer complaints to 4, 13%  45%  16%  23%
identify certain control weaknesses
5 There is follow-up on recommendations from the
internal auditors for improvements to the internal 6% 13%  55% 19% 6%
control system
6 Th izati li the int | dit
e organization re'les on' ? internal audi 3% 16%  61% 3% 16%
department for effective monitoring of controls
7 Th izati li ti ts t
e 'orgamza |.on relies on exception reports to 6% 61%  10%  10%
monitor effectiveness of controls
8 The organization relies on operatin ersonnel
ganiz perating p 3% 13%  58% 16%  10%

generated reports to monitor controls

Source: Statistical analysis

In TABLE 4 results for data point one reveals that 10% of the respondents indicated that
personnel do not need to sign off, thus indicating that they have performed critical control
activities such as reconciliations. Where personnel do sign off, 10% indicated this is ‘not
effective’, more than half, 58%, reported ‘effective’, while 16% responded this is ‘very effective’.
Only 6% of the respondents maintained this is ‘extremely effective’.

Data point two shows that 10% of the respondents indicated that employees do not understand
their obligation to communicate observed weaknesses in design in terms of the internal control
system of the organization to appropriate supervisory personnel. Where employees do report
such weaknesses, 29% perceive this is ‘not effective’, 48% ‘effective’, 10% ‘very effective’, and
only 3% reported ‘extremely effective’.

In data point three, 10% of respondents indicated that employees do not understand their
obligation to communicate observed weaknesses in compliance with the internal control system
of the organization to the appropriate supervisory personnel. Where employees do report such
weaknesses, 32% indicated ‘not effective’, 45% ‘effective’, 10% ‘very effective’ and only 3%
responded that this is ‘extremely effective’.

It was determined in data point four that 23% of the respondents indicated that their
organisations do not rely on customer complaints to identify certain control weaknesses. Where
they do rely on customer complaints, 16% indicated this is ‘not effective’, 45% ‘effective’, and
13% ‘very effective’, while 3% responded ‘extremely effective’.

Feedback from respondents shows, in data point five, that 6% felt that no follow-up on
recommendations from the internal audit department is performed. Where follow-up is done,
19% of the respondents perceive this as ‘not effective’, more than half, 55%, agreed this is
‘effective’, and 13% reported this is ‘very effective’, while only 6% indicated ‘extremely
effective’.
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For data point six, 16% of the respondents reported that their organisations do not rely on
internal audit for effective monitoring of controls. Where organisations do rely on internal audit,
only 3% perceive this as ‘not effective’, and more than half, 61%, reported ‘effective’, while 16%
stated ‘very effective’ and 3% felt this is ‘extremely effective’.

For data point seven, 10% of respondents stated their organisations do not rely on exception
reports to monitor controls. Where organisations do rely on exception reports, 10% indicated
this is ‘not effective’, more than half, 61%, reported this as ‘effective’, 16% ‘very effective’ and
only 3% ‘extremely effective’.

In data point eight, it was found that 10% of respondents do not rely on reports generated by
operating personnel to monitor controls. When organisations do rely on such reports, 16% of
respondents perceive this as ‘not effective’; more than half, 58%, as ‘effective’, 13% chose ‘very
effective’ and only 3% indicated this as ‘extremely effective’.

6.3 Descriptive statistics for summated scores

TABLE 5 summarises the descriptive statistics for the summated scores. The mean score, among
other measures, was calculated to determine the average number of participants in each of the
response scales. All the sample scores fall into the neutral interval, between 2.6 and 3.4,
indicating that, for each control element, participants perceive it to be ‘effective’ in increasing
(improving) the effectiveness of the internal control system.

TABLE5: Descriptive statistics of summated scores for each of the components relevant to the

study
Risk assessment /nforma;‘/on.,f Monitoring Control activities
communication
*n 31 31 31 31
Mean 3.16 3.04 2.81 3.04

Source: Statistical analysis

A summated mean score of 3.16 for ‘risk assessment’, 3.04 ‘Information and communication’,
2.81 ‘Monitoring’ and 3.04 ‘control activities’ was obtained, which falls within the neutral
(effective) zone, indicating that these components, with all of their specific control
characteristics, are a contributing factor to the improvement of internal control systems if
implemented in organisations.

7. CONCLUSION AND RECOMMENDATIONS

The primary objective of this study was to investigate how internal auditors perceive the
importance and effect of the various C0SO framework control elements on the effectiveness of
internal control systems of their organisations. This article focuses only on the control
components as outlined in the research question. In response to the research question and
objective, TABLE 5 indicated that a mean score of 3.16 (risk assessment), 3.04 (Information and
communication), 2.81 (Monitoring) and 3.04 (control activities) was obtained for all
participants, meaning that internal auditors perceive the control elements as prescribed in
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these components of the COSO framework to be a contributing factor in increasing the
effectiveness of internal control systems, if implemented.

Those charged with the ultimate responsibility for governance, risk and control should attempt
to implement and maintain control elements as outlined in the COSO framework, especially
those regarded as ‘effective’ as indicated by this study (refer to TABLES 1, 2, 3 and 4). As stated
by Quellet (2010), senior management, such as the CE0 and CFO, should continuously set the
“tone at the top” as being positive towards the system of internal control. Senior management
delegates some of its responsibility and authority to middle and lower management, and strict
monitoring of such activities is therefore recommended. This task can be done by internal
auditors, as they can independently monitor activities (providing assurance) on behalf of the
board of directors and the audit committee (C0SO, 2009; Cathcart & Kapoor, 2010).

A summated mean score of 2.81 was obtained for the monitoring component of internal control,
which falls within the neutral zone. Although this component is scored in the neutral zone
(effective), it is clear that when compared with the summated scores of the other control
components, it is rated as the lowest, and internal auditors thus do not perceive monitoring
activities as the highest contributing factor to the effectiveness of internal control systems. This
could contribute to other control components not serving their intended role, as the monitoring
component serves, among other functions, to check whether other components are working as
intended (Jackson et al., 2012). Monitoring, to a large extent, is the responsibility of
management. A lack of execution of this component could be detrimental to the internal control
system. By default, the elimination of the monitoring component, and/or an inadequate one,
will jeopardise the integration of the control components. The monitoring component serves as
an important overarching control and thus monitors/oversees the other components (Spencer
Pickett, 2005; C0SO, 2009; Jackson et al., 2012). A possibility thus exists that this could lead to
other components becoming less effective over time if they are not frequently monitored. This
conclusion is consistent with C0SOs Guidance on monitoring internal control systems report,
where the monitoring component is considered to be under-utilised by management in its
assessment of internal control (C0SO, 2009). These components are integrated, one depending
on the other, together working towards an effective internal control system (Spencer Pickett,
2005). It is therefore imperative that management monitors implemented controls to determine
whether they are functioning as intended. Internal auditors should serve as a monitoring tool for
management.

This article concludes that the control characteristics outlined in the COSO framework for the
risk assessment, information and communication, control activities and monitoring components
of internal control do contribute to an improvement in the effectiveness of internal control.
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Annexure A

The following statements are based on the interrelated components of an internal control structure.
Using the indicated response scale, please indicate your perception on how effective each
component is in contributing to improving the effectiveness of the internal control structure at your
organization. Choosing scales 2-5 also implies implementation of the procedure or control at the
organization.

For each statement, please indicate with an X the most applicable option for your organization. Use
the following scale:

1 = Not true, 2 = Not effective, 3 = Effective, 4 = Very effective, 5 Extremely effective.

1 RISK ASSESSMENT

1.1 | The organization considers risks from external sources 1 2 3 4 5

1.2 | The organization considers risks from internal sources 1 2 3 4 5

13 The risk of a misstatement of the financial statements is ) 9 3 4 5
' considered, and steps are taken to mitigate that risk

The risks associated with foreign/offshore operations are

1.4 considered ! 2 S 4 5
1.5 Management estimates the significance of risk 1 2 3 4 5
1.6 | Management assesses the likelihood of risk occurring 1 2 3 4 5
1.7 Management assesses the impact of risk occurring 1 2 3 4 5
1.8 | Management takes necessary action to manage risks identified 1 2 3 4 5
2 INFORMATION AND COMMUNICATION

A process isin place to collect information from external sources
2.1 | that could have an impact on the organization and the financial 1 2 3 4 5
reporting process

Milestones to achieve financial reporting objectives are

2.2 . o . 1 2 3 4 5
monitored to ensure that timing deadlines are met
Necessary operational and financial information is
2.3 | communicated to the right people in the organization on a timely | 1 2 3 4 5
basis
24 Necessary operational information is communicated to the right ) 9 3 4 5
' people in the organization in a format that facilitates its use
25 Necessary financial information is communicated to the right ) 9 3 4 5
' people in the organization in a format that facilitates its use
26 A process is in place to respond to new information needs in the ) 9 3 4 5

organization on a timely basis

There is a process in place to collect and document complaints
2.7 | toanalyze, determine cause, and eliminate a problem from 1 2 3 4 5
recurring in the future
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2.8

There is a process in place to collect and document errors to
analyze, determine cause, and eliminate a problem from
recurring in the future

2.9

A process is established and communicated to stakeholders
about how to communicate suspected instances of wrongdoing
by the organization

The accounting system consists of different classes of
transactions

The accounting system ensures completeness of records

The accounting system ensures accuracy of records

The accounting system avoids duplicate recording

MONITORING

3.1

Personnel are required to sign off, indicating their performance
of critical control activities such as performing reconciliations

3.2

Employees understand their obligation to communicate
observed weaknesses in design with the internal control
structure of the organization to the appropriate supervisory
personnel

3.3

Employees understand their obligation to communicate
observed weaknesses in compliance with the internal control
structure of the organization to the appropriate management
personnel

3.4

The organization relies on customer complaints to identify
certain control weaknesses

3.5

There is follow-up on recommendations from the internal
auditors for improvements to the internal control system

3.6

The organization relies on the internal audit department for
effective monitoring of controls

3.7

The organization relies on exception reports to monitor
effectiveness of controls

3.8

The organization relies on operating personnel generated reports
to monitor controls

CONTROL ACTIVITIES

4.1

The organization has a process in place to ensure that controls
as described in policy and procedure manuals are applied as
they are meant to be applied

4.2

Policy and procedure manuals document all important policies
and procedures

4.3

Policies and procedures are reviewed and updated on a regular
basis
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4.4 | Supervisory personnel review the functioning of controls 1 2 3 4
45 Timely and appropriate follow-up action is taken on exception 1 9 3 4
' reports

4.6 Custody over assets is separate from accounting 1 2 3 4
Operational responsibility and record-keeping responsibility are

4.7 1 2 3 4
separated

4.8 Physical control over assets exists 1 2 3 4

4.9 | There are independent checks on performance 1 2 3 4

Source: Research instrument

Journal of Economic and Financial Sciences [JEF [ July 2013 6(2), pp. 495-518 517




Fourie & Ackermann

518 Journal of Economic and Financial Sciences [JEF [ July 2013 6(2), pp. 495-518



	Editorial Board
	Editorial Team
	CONTENTS
	EDITORIAL
	Addressing the small business tax compliance burden – evidence from South Africa
	1. INTRODUCTION
	2. RATIONALE FOR THE STUDY AND RESEARCH AIM
	3. LIMITATIONS OF THE STUDY
	4. RESEARCH METHODOLOGY
	5. FINDINGS OF STUDY
	5.2 Comparison of burdens with SARS’s initiatives
	TABLE 1: Comparison of the tax compliance burdens to SARS’s initiatives
	 the complex language used in the tax laws (although we are aware that SARS is currently addressing this issue (SARS, 2009e:17));
	 the lack of software to assist small businesses other than those on the turnover tax system with their record-keeping for tax purposes (SARS’s role here is, however, debatable); and
	 the calculation of the second provisional tax payment - although legislation (RSA, 2009:22) has been introduced to reduce this burden, small businesses with a taxable income of more than R1 million could be subject to discretionary penalties should ...
	TABLE 2: A comparison of the recommendations to SARS’s initiatives
	 establishing a threshold below which small business tax returns need not be submitted;
	 including tax as part of the school curriculum. Although this has been implemented to a limited extent in South Africa, SARS does not introduce initiatives or give assistance (Oberholzer & Nel, 2006:117);
	 requiring first-time offenders to attend courses instead of raising penalties; and
	 reducing the amounts of penalties and interest raised by SARS.
	 The introduction in 2008 and 2009 of new forms: an Employer Reconciliation Declaration (EMP501), the Tax Certificate Cancellation Declaration (EMP601), the combined Employees’ Tax Certificate (IRP5/IT3(a)) and an adjustment form for the  previous ye...
	 The requirement that employer reconciliations of employees’ tax, SDL and UIF contributions be submitted twice a year rather  than once a year (SARS, 2010e);
	 The re-instatement of employers’ obligation to obtain and maintain certain employee data and to report this data as required (SARS, 2010e); and
	 The requirement that a company or close corporation must reconcile (on a IT14SD form) its income tax, VAT, employees’ tax (PAYE/UIF/SDL) and customs declarations after the initial submission of its income tax return (IT14 form) if requested to do so...
	 the complexity of the language used in the tax laws;
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